
Tanium tiers

OVERVIEW

For organizations with 10,000 or fewer endpoints, Tanium has created three 
separate tiers. These tiers are designed to allow organizations to have the 
flexibility to choose a tier that best fits their needs while still maximizing the value 
that Tanium offers. 

Standard
The introductory tier is Tanium Standard. The Standard tier contains the basic elements of the Tanium 
platform along with most of the elements of the Tanium Endpoint Management Solution and a portion 
of the Risk & Compliance solution.  This powerful combination is designed to provide visibility into an 
organization’s assets and provide foundational elements of control and remediation. 

Professional
Tanium Standard is followed by Tanium Professional. The Tanium Professional Tier provides additional 
core capabilities that further augment the ability to control and remediate endpoints.  The Professional 
tier also completes the Endpoint Management solution with capabilities across the entire endpoint 
management lifecycle.  This tier also provides a substantial portion of the DEX (Digital Employee 
Experience) Solution, builds upon the Risk & Compliance Solution, and adds the foundation for the 
Incident Response solution. 

Enterprise
Tanium Enterprise is the entire Tanium platform and all four solutions (Endpoint Management, Risk & 
Compliance, DEX, & Incident Response) combined into the ultimate package for visibility, control, and 
remediation at speed and scale.

For a full breakdown of the Tanium tiers, view the table on the next page. →

Tanium’s Converged Endpoint 
Management (XEM) platform 
is provided in three tiers for 
organizations with 10,000 
or fewer endpoints

The Tanium platform offers comprehensive 
IT operations and security management 
from a single agent. It delivers complete, 
accurate, and real-time endpoint data, 
regardless of scale or IT complexity, and 
uses minimal infrastructure. Tanium XEM 
provides the visibility and control needed 
to help you continuously manage your 
organization’s endpoint risk.
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TIERS CAPABILITIES XEM Core*
Endpoint 

Management
Risk & Compliance

Digital Employee 
Experience

Incident Response

Standard
(Core, Discover, Asset, 
Deploy, Patch, Comply, 
Benchmark)

• Core Visibility & Control

• Asset Discovery

• Asset Inventory

• Operations, Risk, and Security KPIs

• OS and Application Patching

• Software Deployment & Removal

• Vulnerability Management

Professional
(Provision, SBOM, 
Enforce, Performance, 
Engage, Impact, 
Certificate Manager)

Includes Standard plus the following:

• Policy Configuration & Management

• Mitigate Software Supply Chain Risks

• Endpoint Performance

• User Sentiment Analysis

• Lateral Movement Risk

• Certificate Management

• Device Provisioning

Enterprise
(Threat Response, 
Reveal, Integrity Monitor, 
Investigate)

Includes Professional plus the following:

• Converged Threat Hunting

• Automated Response Actions

• Sensitive Data Monitoring

• File Integrity Monitoring

FewSomeSeveralAllFeatures available:Add-on options: Screen Sharing

* Asset Discovery & Inventory, Policy Management, 
   Benchmarking, Certificate Management

Tanium, the industry’s only provider of converged endpoint management (XEM), leads the paradigm shift in legacy approaches to managing complex security 
and technology environments. Only Tanium protects every team, endpoint, and workflow from cyber threats by integrating IT, Compliance, Security, and Risk 
into a single platform that delivers comprehensive visibility across devices, a unified set of controls, and a common taxonomy for a single shared purpose: to 
protect critical information and infrastructure at scale. Visit us at www.tanium.com.

http://www.tanium.com

